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Abstract

This paper proposes Internet trust and security anxiety as antecedent factors of the TAM model, which directly affect the intention to use mobile banking. This research adopts an extended TAM perspective to examine consumer behavior in the mobile banking context, drawing data from 427 consumers. An empirical test of the model demonstrates that security anxiety and Internet trust predict PU and PEOU, which mediate the effects of trust and security anxiety on behavioral attitudes and usage intention with regard to mobile banking. Internet trust and security anxiety thus constitute important indirect factors influencing the adoption of mobile banking. Furthermore, security anxiety has a significant and negative influence on trust, while security anxiety has no significant direct effect on PEOU. Trust has a significant influence on PEOU, and no significant direct effect on PU. This paper contributes to the theoretical and empirical analyses by demonstrating the critical roles of security anxiety and Internet trust in the adoption of mobile banking and its antecedents.
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Introduction

The technology acceptance model (TAM) has been applied to many fields of technology, such as a university (Jan and Contreras, 2011), tourism (Usoro, Shoyelu & Matthew, 2010) and on-line shopping (Baier & Stuber, 2010), and has been shown to be very useful in predicting and assessing the acceptance of new technologies and the related behavioral intentions.

Internet banking is increasingly popular, and mobile and wireless technology is rapidly changing the way personal financial services are designed and delivered (Luarn & Lin, 2005). Several domestic banks in Taiwan now provide mobile banking through devices connected to the Internet, such as smart phones. Mobile banking allows customers to accomplish a wide range of banking and personal financial management transactions anytime and anywhere, faster, more conveniently, and cheaper than is possible using traditional, real-world bank branches, which are limited by time and place. Early mobile banking services only provided information about interest rates, currency exchange rate, and general financial consulting. Nowadays, in addition to providing private consulting services, transfer and payments, some banks even offer mutual fund transactions and booking of tickets and restaurants via smart phones. Although the mobile banking can now offer many services, individuals may have different usage intentions due to their varied Internet trust and security anxiety, and greater understanding of this could increase adoption of such services.

Based on the TAM presented in Davis et al. (1989), two major determinants (PU and PEOU) of the attitudes of using mobile banking are first identified in this work. This paper also uses attitude towards mobile banking as the dependent variable in the research model. Most studies of consumer behavior consider attitude as a key factor that influences both behavioral intentions and actual behavior (Ajzen, 1991). Based on Venkatesh et al.’s (2003) explanation of attitude toward accepting technology, this paper considers attitude toward mobile banking as representing customers’ largely affective responses the use of such services.

Past research has recognized that trust in e-commerce may be an important factor that gives consumers the confidence to engage in online transactions (Kim et al., 2008). However, most researchers have not explored how security anxiety and trust may work in combination to influence the consumer acceptance of mobile banking. This paper develops a consumer decision-making model in mobile banking that proposes PEOU and PU may directly influence behavior attitude. Based on the empirical results, this paper provides several marketing strategies that can be used by managers to enhance the competitive advantages of the mobile banking.

This next section reviews the current literature, and then this study applies the modified TAM model, incorporating security anxiety as the antecedent and Internet trust as the mediating construct, to predict attitudes towards mobile banking. The findings of this study provide a good basis for the banking industry to develop an effective service evaluation framework to determine the adoption potential of new mobile banking services. The results of this work should be of interest to banking industry in its general efforts to increase the use of mobile banking and to better understand the factors affecting its related attitudes and intentions.
1. Review of the related literature and hypotheses development

Many banks in Taiwan about ten years ago cooperated with telecommunication companies to develop mobile banking services. However, the network technology of the day was not mature enough to develop comprehensive functions and security systems to meet the demands of customers, and thus only very limited services were initially offered. However, with the recent rise in the use of smart phones, banks have started offering a far more comprehensive range of services. Based on the existing literature, this paper fills a research gap by examining how trust and security anxiety act as antecedents in the TAM with regard to the adoption of mobile banking.

1.1. Technology acceptance model (TAM). Based on the Theory of Reasoned Action (TRA) (Ajzen & Fishbein, 1980), Davis et al. (1989) developed TAM to predict the acceptance of IT, and it has been widely applied to study the adoption and acceptance of new technologies. Many studies have proven that behavioral attitudes to a technology are positively related to intention to use it (Gopi and Ramayah, 2007; Ramayah et al., 2009).

According to TAM, an individual’s intention to adopt a technology is determined by their attitude toward using it and the perceived ease of use. The TAM posits that the perceived usefulness (PU) and perceived ease of use (PEOU) are the major determinants of intention to use TAM and the related behaviors. PU is an individual’s perception that using a technology can enhance their performances. PEOU encapsulates the degree to which the potential user perceives that using a technology free from physical or psychological effort (Davis, 1989). Lam et al. (2007) stated that information technologies can raise competitiveness, decrease costs, save time, and improve the acquisition and sharing of information. However, previous empirical studies noted that the constructs of TAM are too limited, and that PU and PEOU might not be the only beliefs that mediate the influence of the external environment on attitude and intentions. Accordingly, this paper includes Internet trust and security anxiety as external variables to improve the predictive power of the research model.

1.2. Internet trust beliefs. Chung and Kwon (2009) defined trust as a feeling of security and willingness to depend on someone or something. Friedman et al. (2000) provided empirical support for the idea that e-trust has an important effect on consumers’ willingness to reveal sensitive private information and conduct financial transactions online. Liu et al. (2004) also stated that online vendors face an important obstacle to the market penetration of e-channels if consumers lack trust in online transactions. In practice, consumer online trust is the key factor in all e-commerce and B-to-C interactions, whereas the influence of technology or system trust is essentially on future online behavior (Grabner-Kräuter and Faullant, 2008). Since there is a high level of uncertainty in a virtual environment, trust can be regarded as a psychological safety mechanism to reduce this uncertainty and increase perceived reliability. Grewal et al. (2004) stated that consumers might not use e-commerce because they lack trust in Internet businesses, and many studies have recognized that trust is one of the major reasons why consumers are willing to release their private information and carry out online transactions (Flavian et al., 2006; Luarn and Lin, 2005). Other research findings show that trust plays a critical role in the adoption and continued use of e-banking (Casalo et al., 2007; Lichtenstein and Williamson, 2006; Vatanasombut et al., 2008). Trust is thus more important in a virtual environment than in a physical one (Pavlou and Fygenson, 2006).

However, consumers are likely to perceive less risk as trust increases, and thus this study postulates that Internet trust can positively affect the acceptance of mobile-banking.

1.3. Security anxiety. Security anxiety is slightly different to perceived risk. Perceived risk is a long-term influence, while security anxiety is a feeling that arises at the moment of using a new technology (Im et al., 2008). Internet security anxiety is often conceptualized as the negative, fearful emotions that an individual may experience while online (Thatcher et al., 2007). As Internet use is increasing, so the related anxiety is decreasing (Durndell and Haag, 2002). This paper postulates that Internet security anxiety is an important antecedent variable that influences the intention to use mobile banking.

1.4. External variables and the extended TAM. Many empirical studies have applied the TRA as a theoretical basis, and found that trust beliefs are significantly related to attitude, and that attitude positively influences purchase intentions (Chow and Holden, 1997; Macintosh and Lockshin, 1997). Mcknight et al. (1998) thus integrated trust into the TRA as a belief, and found that it can affect future purchase intentions because it helps build a sense of connection and identification with e-commerce vendors. Pavlou (2003) found that trust influences intentions through positive attitudes, and is useful in reducing the perceived risk that consumers often feel is present in an online environment. Wu and Chen (2005) also indicated that trust is an
antecedent of PU, PEOU is an antecedent of trust, and trust beliefs have direct influences on behavioral intentions to use, especially in the online environment. Gefen et al. (2003) and Page et al. (2003) provided empirical support that trust beliefs can reduce social uncertainty, complexity, and perceived related risks concerning the adoption of Internet banking. Based on the importance of trust in an m-commerce setting, this study postulates that Internet trust is an intermediary variable, and that security anxiety is an antecedent variable in determining the acceptance of mobile-banking.

1.5. Hypotheses. Based on the theoretical framework discussed above, this paper proposes the following eight hypotheses and an integrated model, as shown in Figure 1.

H1: PEOU is positively associated with PU.
H2: PEOU is positively associated with customers’ behavioral attitudes.
H3: PU is positively association with behavioral attitudes.
H4: Customer behavioral attitude toward using mobile banking is positively associated with usage intentions.
H5: Customer security anxiety is negatively associated with perceptions of ease of use in of mobile banking.
H6: Customers’ security anxiety is negatively associated with Internet trust in using mobile banking.
H6a: Internet trust is the mediator of the security anxiety-PEOU relationship, such that the direct effect of security anxiety-PEOU becomes insignificant (or weakens) after Internet trust is considered.
H7: Internet trust is positively associated with the customer perceptions of ease of use of mobile banking.
H8: Internet trust is positively associated with the customers’ perceptions of mobile banking usefulness.
H8a: PEOU is the mediator of the Internet trust and PU relationship, such that the direct effect of Internet trust-PU becomes insignificant (or weakens) after PEOU is considered.

1.6. Model overview. This study is based on the literature reviewed above by positioning both security anxiety and Internet trust as complementary antecedents in the TAM to predict the usage intention for mobile banking.

2. Research methodology
2.1. Demographic characteristics of respondents. Of the 800 questionnaires administered, 436 usable responses were returned, yielding a response rate of 54.5 percent. The data was collected from the south of Taiwan, and the sample consisted of 41.3% males and 58.7% females, as it is seen in Table 1.

<table>
<thead>
<tr>
<th>Measure</th>
<th>Items</th>
<th>Frequency</th>
<th>%</th>
</tr>
</thead>
<tbody>
<tr>
<td>Smart phone user</td>
<td>Yes</td>
<td>182</td>
<td>41.7</td>
</tr>
<tr>
<td></td>
<td>No</td>
<td>254</td>
<td>58.3</td>
</tr>
<tr>
<td>Mobile bank user</td>
<td>Yes</td>
<td>190</td>
<td>43.6</td>
</tr>
<tr>
<td></td>
<td>No</td>
<td>246</td>
<td>56.4</td>
</tr>
<tr>
<td>Gender</td>
<td>Male</td>
<td>180</td>
<td>41.3</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>256</td>
<td>58.7</td>
</tr>
<tr>
<td>Age</td>
<td>&lt;25</td>
<td>13</td>
<td>6.2</td>
</tr>
<tr>
<td></td>
<td>26-35</td>
<td>77</td>
<td>36.5</td>
</tr>
<tr>
<td></td>
<td>36-45</td>
<td>86</td>
<td>40.8</td>
</tr>
<tr>
<td></td>
<td>&gt;46</td>
<td>35</td>
<td>16.6</td>
</tr>
</tbody>
</table>
2.2. Reliability and validity. To ensure the appropriateness of the research instrument, the convergent validity, discriminant validity, and reliability of all the multiple-item scales were examined, following the guidelines in Gefen and Straub (2005). Reliability was assessed in terms of composite reliability, measuring the degree to which items are free from random error and therefore yield consistent results. The composite reliabilities in our measurement model ranged from 0.861 to 0.951, above the recommended cutoff of 0.70 (Fornell and Larcker, 1981; Nunnally and Bernstein, 1994). All items had significant factor loadings higher than 0.7, and the average variances extracted ranged from 0.6194 to 0.8267, exceeding 5 threshold (Hair et al., 1988). The square root of the average variance extracted should be larger than all other entries in the corresponding rows and columns (Bagozzi and Yi, 1988), and this was found in the results. As most of the data satisfied these criteria, the next step was to evaluate the structural model.

2.3. Analysis of the structural model. Table 3 presents fit statistics.

<table>
<thead>
<tr>
<th>Fit statistics</th>
<th>Recommended value</th>
<th>Structural model</th>
</tr>
</thead>
<tbody>
<tr>
<td>Chi-square</td>
<td>357.775</td>
<td></td>
</tr>
<tr>
<td>df</td>
<td>96</td>
<td></td>
</tr>
<tr>
<td>X²/n</td>
<td>3.727</td>
<td></td>
</tr>
<tr>
<td>CFI</td>
<td>&gt; 0.95 (Byrne, 1998)</td>
<td>0.959</td>
</tr>
<tr>
<td>GFI</td>
<td>&gt; 0.9 (Bagozzi &amp; Yi, 1988)</td>
<td>0.906</td>
</tr>
<tr>
<td>RMSEA</td>
<td>&lt; 0.06 (Jöreskog and Sörbom, 2003)</td>
<td>0.079</td>
</tr>
<tr>
<td>NFI</td>
<td>&gt; 0.9 (Byrne, 1998)</td>
<td>0.944</td>
</tr>
<tr>
<td>AGFI</td>
<td>&gt; 0.6 (Eleza-Arnoli &amp; Farhoomand,1996)</td>
<td>0.0867</td>
</tr>
<tr>
<td>RMR</td>
<td>0.05–0.08</td>
<td>0.077</td>
</tr>
</tbody>
</table>

The results for the overall goodness-of-fit and the parameters of the SEM were close to or over their respective common acceptance levels, as suggested by previous research, indicating that the proposed model achieved predictive validity (Table 2). The path coefficients and significance levels in the structural model are shown in Figure 2. Except for the paths of Internet-PU and security-PEOU, all paths in the structural model are significant at the 0.001 level. Hypotheses H1, H2, H3, H4, H6, H7 are thus supported, as shown by the path coefficients. Security anxiety had no direct effect on PEOU, while Internet trust had no direct, significant impact on PU. Hypotheses H5 and H8 are not supported, as shown by the path coefficients. Instead, security anxiety had an indirect effect on PEOU via Internet trust, and Internet trust also had an indirect effect on PU via PEOU. The empirical results further suggest that Internet trust and PEOU serve as important mediating variables between security-PEOU and Internet trust-PU, and thus H6a and H8a are supported. Among the variables within the TAM, both PU and PEOU play important roles in affecting behavioral attitudes and intentions to use mobile banking. The square multiple correlations (SMCs; \( R^2 \)) reflect the amount of variance explained by the model or its predictive power and \( R^2 \) results indicate that 3.5% of the variance in Internet trust, 69.6% of the variance in PEOU, 66.6% of the variance in PU, 91.8% of the variance in behavioral attitude, and 97.6% of the variance in usage intention are accounted by the model.
Discussion and conclusion

This results show that security anxiety had a negative significant effect on Internet trust and Internet trust had a significant positive effect on PEOU. In addition, security anxiety and Internet trust were found to play important roles in shaping customer perceptions and behaviors. Additionally, an individual’s PEOU directly and indirectly significant affects their behavioral attitude through PU. PU was found to have a significant impact on behavioral attitude to use the mobile banking. On the basis of the empirical results, this study offers some practical suggestions to increase customer acceptance of mobile banking. First, PEOU, rather than PU, had a greater effect on customer behavioral attitude, and so mobile banking should be simple to operate and easy to understand in order to attract more customers. The shorter the time needed for customers to master mobile banking, the greater their motivation to accept it will be. Second, security anxiety and Internet trust are critical antecedent factors that can be used to influence the intention to use mobile banking. Service providers must increase security measures to provide a safe transaction environment, so that customers may decrease their security anxiety and increase their Internet trust. In addition, banks must provide timely support in case problems arise when using mobile banking services. Lastly, because Internet trust can influence behavioral attitude via PEOU and PU, banking managers can utilize advertisements to highlight the convenience and benefits of mobile banking, leading more customers to use such services.

This paper has both theoretical and practical implications. From a theoretical standpoint, the TAM decision-making model provides a comprehensive view of consumers’ behavioral attitude, incorporating the effects of Internet trust and security anxiety on the intention to use mobile banking. The results of this study not only make more theoretical contributions to the literature on TAM, but also have some meaningful implications for mobile banking practitioners. From a practical perspective, the theoretical results may allow mobile banks to better consider Internet trust and security anxiety mechanisms in their mobile banking websites. The results also highlight the extensive use of the technology in the banking industry, and suggest that this trend will continue.

In future research, more external variables could be examined in the context of behavioral attitude and the acceptance of mobile banking, such as access costs, perceived value, Internet use experience, and user Internet self-efficacy, as this could aid understanding of the antecedents influencing customer beliefs.
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